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Continuous Risk Assessment Process

Reporting

Identification
» Executive Team routinely -

discusses risk heat map and Strategy‘&
changes to it Goal Setting

0ss the business

* Compliance & IT risk assessments

+ Questionnaires/surveys

« External Trends/Environmental
scans

» External sources

» Board Committees have
oversight of each key risk and
conduct risk discussions using
the risk scorecards

_ Risk
: Rlsk_ Identification
eporting

TR Assessment
Mitigation

) * Impact on the organization
» Developed by risk owners

 Likelihood of occurrence
« Velocity - How rapidly the impact

» Executive Team routinely
discusses emerging risks, or ' will soread
escalation/recalibration of Risk : P

existing risks and mitigating Management e . _MittLgati_OE tI)Ei’f_et:'ri\feness ;How well
activiti & Mitigation ~ Assessment is the risk being manage

7 Internal Audit plan : : * Risk profile prioritized into Tier 1 &
Q - - Tier 2 to provide focus
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Source: IIA

Legitimate internal audit
roles with safeguards

Roles internal audit
should not undertake
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Disruption and the unexpected are now the norm for many industries. Accordingly,

‘more clarity is needed around framing the risk conversation in the C-suite and the
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Audit planning Audit reporting Follow-up boardroom.
- Project templates - Auto-generate - Collaborate
and content fibraries audit reports with auditees
+ Document request + Report distribution - Share issues with
+ Copy audit files for viarkflow other systems
cyclcal of recurting + Auditee portal for + Store insights
‘engagements OO response tracking for future usa
) =
—
S e = E —
O|o —
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Risk assessment Audit fieldwork / Audit wrap-up
- Risk based audit planning execution + Quality checks
+ Risk and control data + 100% sample testing + Audit programs
from third-party systems + Integration with automatically
+ Reference historical \Word, Bxoal and POF stored in library for
audit data c S re-use
+ Develop audit plans eam-based vorkdiow
mapped to resource
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(KRESTON

| DON'T CAREWHO YOU ARE, OR HOW
BAD OUR VENDOR RISK ASSESSMENT IS
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o Copilot

Certainly! & While | couldn’t find a specific “funny video” directly related to risk management and internal audit,
| can share some insights and lighten the mood with a classic audit joke:

How many auditors does it take to change a light bulb? Answer: How many did it take last year? &

0D'212'0 1" TN | Valley 19/06/2024
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The New Structure

5 Domains (0'X1)

15 Principles(maMpy)
- 52 Standards(D*apn)

- Requirements(Mme )

-~ Considerations for Implementation
(MoTVvIim MYpn Mp*opo DIYWMD DIPW) Internal Audit

- Examples of Evidence of Conformance Standards™

(MEMT2 NTNRYY N'KYY NIXAAT)

Additional features:

* Fundamentals

* Glossary

* Applying the Global Internal Audit Standards
in the Public Sector D120 D1 Nyl Valley 19/06/2024




Global Internal Audit Standards S IA

5 Domains, 15 Principles

Domain |I: Purpose of Internal Auditing

II. Ethics and Professionalism

1. Demonstrate 2. Maintain 3. Demonstrate 4. Exercise Due 5. Maintain
Integrity Obijectivity Competency Professional Care Confidentiality

III. Governing the Internal IV. Managing the Internal Audit V. Performing Internal Audit
Audit Function Function Services

: 9. Plan Strategicall 13. Plan Engagements
6. Authorized by the Board gically Effectively

10. Manage Resources
7. Positioned Independently - 14. Conduct Engagement Work

11. Communicate Effectively 15. Communicate Engagement

12. Enhance Quality gg;cslusmns and Monitor Action

8. Overseen by the Board

0'212'0 1A N1yl Valley 19/06/2024
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PURPDSE

Fundamentals of the
Global Internal Audit
Standards

The Institute of Internal Auditors' Global Internal Audit Standards
guide the wordwide professional practice of intemal auditing and
zerve as a basis for evaluating and elevating the quality of the intermal
audit function. At the heart of the Standerds are 15 guiding principles
that enable effective internal auditing, Each principle iz supported by
standards that contain reguirernents, considerations for implementation, and
examples of evidence of conformance. Together, these elements help internal auditors
achieve the principles and fulfill the Purpose of Internal Auditing.

Internal Auditing and the Public Interest
Public interest encompasses the social and econamic interests and overall well-being of a society and
the arganizations aperating within that saciety [including thoze of employers, employees, investors, the

buginess and financial community, clients, customers, regulators, and government). Questions of public |I"ltEI'I"I-!.| El.lullﬂltll'"lﬂ Hm Y EI"IEICEI| Fﬂ-lﬂ in El"lhElﬂEII'"tE an D'rﬂﬂlﬂﬂzﬂtl.ﬂﬁi nhﬂllt:" LD SErve m[. l:lul}"c ||-ITHES.L

intereat are context specific and should weigh ethics, fairmess, cultural norme and values, and potential

disparate impacts on cartain indivichuals and subgroups of saciety. While the primary function of internal auditing is to strengthen governance, NSK MAaNRagsMent, and control

Internal auditing plays a critical role in enhancing an organization's ability to serve the public interest. -] . = E - . E
Whie the rimasy funcion of Intemal mucitigis e strenghen govarnarsce, SRR v =<t processes, ity effects extend beyond the organization. Internal auditing contributes to an organization's
praocesses, its effects extend beyond the arganization. Intermal auditing contributes to an arganization's i e - . -k .

averall stability and sustainability by providing assurance on its operational efficiency, reliability of EI'I:'EFE.II Etﬂhlh rh' Hnd EIJH-tﬂ.ﬂ'IEtH I|t}|' tl!FI F‘rl:ﬂ”dlng assurance on its EFIEFEI:IEIHEH EH—IEIET":?I rEI IEb‘IIIt}I ﬂf

reporting, compliance with laws andfor regulations, safeguarding of assets, and ethical culbure. This, in turn, I 1

fontara publc trust end eanfidence in the aiganisetion and the beoades aystoms of which i 2 part. reporting, compliance with laws andfor regulations, safeguarding of assets, and ethical culture. This, i turn,

fosters public trust and confidence in the organization and the broader systams of which it is a part.

The lIA iz committed to setting standards with input from the public and to benefit the public. The
International Internal Audit Standards Board is responsible for establishing and maintaining the Standards
in the interest of the public. This is achieved through an extensive, cngoing due process averseen by an
independent body, the 1PPF Qwversight Council. The process includes soliciting input from and considering
the interests of various stakeholders—including internal audit practitioners, industry experta, govemment
bodies, regulatony agencies, public representatives, and others—so that the Standards reflect the diverse
needs and priorities of aociety.

Applicability and Ek of the Standards
The Global Internal Audit Standands set forth principles, requirements, considerations, and examples for the
. prafessional practice of intermal auditing globally. The Standards apply to any individual or function that
SOU 8=k IIA pravides intemal audit services, whether an organization employs internal auditors directly, contracts them
through an external service provider, or both. Organizations receiving internal audit services vary in sector n‘:‘:‘o b‘ n‘: nT‘y" I va"ey 19/06/ 2024
1

and industry affiliation, purpose, size, complexity, and structure,
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The purpose statement iz intended to asszist internal auditors and
internal audit stakehaolders in understanding and articulating the
value of internal auditing.
Purpose Statement
Internal auditing strengthens the arganization's ability to create, protect, and sustain value by providing the
board and management with independeant, rizk-bazed, and ohjective aasurance, advice, insight, and foresight.
Internal auditing enhances the organization's:
+ Suceessful achievernent of its objectives.
v Fovernance, rhkmmmrt, and contral processes.
+ Decigion-making and owersight.
+ Reputation and credibility with its stakeholders.
+ Abdlity to serve the public interest.
Internal auditing is maost effective when:
|t i= performed by competent professionals in conformance with the Global Internal fudit
Standards, which are st in the public interast.
+ The internal audit functon is independently positioned with direct accountability to the board.
+ Internal auditors are free from undue influence and committed to making objective assessments.
Source: IIA

D*112'0 "1n"2 NTV1 | Valley 19/06/2024
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Standard 9.1 Understanding Governance, Risk Management,
and Control Processes

Requirements

To develop an effective intemal audit strategy and plan, the chief audit executive must understand
the organization’s governance, fsk management, and control processes.

Tao understand governanoce processes, the chief audit executive must consider how the organizetion:

» Establishes strategic objectives and makes strategic and operational decisions.
= Overaees risk management and control.

= Promotes an ethical culture.

» Delivers effective performance management and accountability.

« Structures its management and operating functions.

= Communicates risk and control information throughout the organization.

» Coordinates activities and communicaticns among the board, internal and external
providers of assurance services, and managerment

To urnderstand risk management and control processes, the chief audit executive must congider
howe the crganization identifies and asseszes significant risks and selects appropriate contral
processes This includes understanding how the organization idertifies and manages the following
heny risk areas:

= Reliability and integrity of financial and operational information.

« Effectiveness and efficiency of operations and programs.

» Safeguarding of asaets.

» Compliance with laws andfor regulations.

0D'212'0 1" TN | Valley 19/06/2024
1

Source: IIA .
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The chief audit executive may review board and committee charters and agendas and minutes from their
meetings to gain additional insight into the role the board pleys in the crganization's governance, especially
regarding strategic and operational decizion-miaking.

The chief audit executive may speak with individualz in key governance roles [for example, the board chair,
top elected or appointed official in & governmertal organization, chief ethics officer, human resources
afficer, chief compliance officer, and chief risk officer) to gain a clearer understanding of the organization's
praocesses and assurance activities. The chief audit executive may review the reports andfor results of
previously completed governance reviews, paying particular attention to any identified concerna.

Understanding Risk Management Processes

The chief audit executive should understand globally accepted risk management principles, framewarks,
and models as well as professional guidence specific to the industry and sector within which the
organization operates. The chief audit executive should gather information to assess the maturity of the
arganization's risk management processzes, including identifying whether the crganization has defined its
rigk appetite and implermented a risk management strategy andfor framewaork. Discussions with the board
and senior management help the chief audit executive understand their perspectives and priarities related
to the organization's fisk management.

To gather rigk information, the chief audit executive should review recently completed risk assessments
and related communications izsued by =enior and operaticnal management, those charged with risk
rmanagement, external auditors, regulators, and other internal and external providers of azsurance services,

Understanding Control Processes

The chief audit executive should become familiar with globally accepted control framewarks and congider
thoee uzed by the organization. For each identified crganizational objective, the chief audit executive
zhould develop and maintain & broad understanding of the organization's contral processes and their
effectiveness. The chief audit executive may develop an arganizationwide risk and control matrix ta:

« Document identified risks that may affect the ability to achieve arganizational objectives.
« Indicate the relative significance of risks.
» Understand key controls in organizational processes.

+ Understand which controls have been reviewed for design adequacy and deermed to be operating
asz intended.

A thorough understanding of the organization's governance, risk management, and control processes
enables the chief audit executive to identify and prioritize opportunities to provide internal audit services
that rmay enhance the crganization's succeszs. The identified opportunities form the basis of internal audit
strategy and plan.

Examples of Evidence of Conformance

+ Documentation of the chief audit executive’s inguiry, gathering, review, and consideration of the
Eovemiance, risk management, and contral frameworks and processes used by the organzetion, including:

- The organization's board and committee charters, which outline the governance expectations of
the organization.

- hssessment of laws, regulations, and ather requirements related to governance, risk management,
and control processes.

Understanding Risk Management Processes

The chief audit executive should understand globally accepted risk management principles, frameworks,
and models as well as professional guidance spacific to the industry and sectar within which the
organization operates. The chief audit executive should gather information to assess the maturity of the
organization’s risk management processes, including identifying whether the crganization has defined its
rick appetite and implemented a nisk management strategy andfor framework. Dizcussions with the board
and senior management help the chief audit executive understand their perspectives and prarities related
to the organization's sk management.

Review of the agendas and minutes from board meetings doecumenting discussion of the
arganization's govermance, risk management, and control processes, including the strategies,
approaches, and owersight of each.

Meeating rminutes or notes from digcussions between the chief audit executive and those in the
organization with roles in governance and rigk rnanagement.

Renieny of the crganization's rigk appetite staterment or documented communication with the board
and aenior managerment regarding the organization’s risk appetite and risk tolerance.

Docurmnentation of orientation or training provided to internal audit staff regarding the organization's
governance, risk management, and control processes.

Review of business strategies and business plans.
Renieny of communications received from regulators.

Demonatrated understanding of the organization's risk and control matnis.

D*112'0 "1n"2 NTV1 | Valley 19/06/2024
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Standard 9.4 Internal Audit Plan

Requirements

The chief audit executive must create an internal audit plan that supports the achievernent of
the crganization's objectives.

The chief audit executive must base the internal audit plan on & documernted assessment of the The chief audit executive rmust review and revize the internal audit plan as necessary and
crfganization's strategies, objectives, and risks. This assesament must be informed by imput from communicate timely to the board and senior management:

the board and senior management as well as the chief audit executive’s underatanding of the
organization's governance, ASEMBnagement, and contral proceases. The assessment must be
performed at least annually.

» The impact of any resource limitations on internal audit coverage.

= The raticnale for not including an assurance engagement in a high-risk area or activity in
the plan.

= Conflicting demands for services between major stakeholders, such as high-priority
reguests based on emerging risks and requests to replace planned assurance engagements
with advisory engagements.

The internal audit plan must

« Conzider the internal audit mandsate and the full range of agreed-to internal audit services.

o . : : . = Limitations on scope or restrictions on access to information.
» Specify internal audit services that support the evaluation and improvemnent of the Pe

ocrganization's governance, risk management, and control processes. The chief audit executive must discuss the internal audit plan, including significant interim
changes, with the board and senior management. The plan and significant changes to the plan

» Congider coverage of information technology governance, fraud rizk, the effectiveness of
miust be approved by the board.

the organization's compliance and ethics programs, and ather high-risk areas.

« |dentify the necessary human, financial, and technological rescurces necessary to complete
the plan.

= Be dynamic and updated tirmely in responaes to changes in the arganization’s business,
rizks operaticns, programs, systems, contrals, and organizational culture.

Source: HA 0D'212'0 1" TN | Valley 19/06/2024
1
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Source: IIA

Considerations for Implementation

This standard reguires an organizationwide risk assessment to be completed at least annually as the basis
for the plan. However, the chief audit executive should keep continuously apprised of risk infarrnation,
updating the risk as=zessment and interral audit plan accordingly. If the organization’s environment is dynamic,
the internal audit plan may need to be updated as freguently as every six montha, quarterhy, or ewven
monthly. The size, complexity, and type of changes occurning in the crganization relative to the maturity
of the organization's governance, risk management, and control processes should be considered when
determining the approgriate level of effart to update the rigk assesament.

COne approach to preparing the internal audit plan iz to organize potentially auditable units within the
arganization into an audit univerase to facilitabe the identification and aszessment of rizks. An audit
undiverse is most weful when it iz based on an understanding of the crganization’s chjectives and strategic
initiatives and aligned with the organization's structure or risk framework. Auditable units may include
business units, processes, programes, and syaterms. The chief audit executive can link those aorganizaticnal
units to key risks in preparation for a comprehensive risk agsessment and the identification of assurance
coverage throughout the organization. This process enables the chief audit executive to prioritize the rizks
to be evaluated further during internal audit engagerments.

T strive to ensure that the audit universe and risk assessment cover the organization's key risks, the intermnal
audit function should independently review and validate the key rizks that were identified within the
arganization’s risk managemment system. The internal audit function should only rely on management's
information about risks if it has concluded that the ocrganization's risk management processes are effective.

T complete the arganizaticnwide rizk azsesament, the chief audit executive should consider objectives
and strategies nat just at the broad aorganizational level but alzo at the level of 2pecific auditable units.
Additionally, the chief audit executive should give due conzideration to risks — such as those related

to ethics, fraud, information techralogy, third-party relationshipz, and noncompliance with regulatorny
reguirements — that may be tied to more than one business unit or process and may require more
complex evaluation.

0100 1N DN

I Valley 19/06/2024
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Standard 9.5 Coordination and Reliance

Requirements

The chief audit executive must coordinate with inkermal and external providers of assurance
services and consider relying upon their work. Coordination of services minimizes duplication of
efforts, highlights gaps in coverage of key risks, and enhances the overall value added by providers.

If unable to achieve an appropriate level of coordination, the chief audit executive must raise any
concems with senior managerent and, if mecessary, the board.

When the internal audit function relies on the work of other assurance service providers, the

chief audit executive must document the basis for that reliance and is still responzible for the
concluzions reached by the internal audit function.

Source: IIA

0D'212'0 1" TN | Valley 19/06/2024
1
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Considerations for Implementation

The chief audit executive should develop a methodology for evaluating other providers of assurance and
advigany gervices that includes & basis for relying upon their work. The evaluation should consider the
providers' roles, responsibilities, crganizational independence, competency, and objectivity, as well as the
due professicnal care applied to their work. The chief audit executive should understand the abjectives,
acope, and reaults of the work performed.

The chief audit executive should identify the organization's assurance and advizory service providers by
communicating with senicr management and reviewing the crganizational reporting structure and board
resting agendas or minutes. Internal providers of assurance and advice include functions that Fnay report
to or be part of senior management, auch as compliance, environmental, inancial control, kealth and
zafety, inforrmation security, legal, risk management, and guality assurance. External assurance providers
ray report to senior management, external stakeholders, or the chief audit executive.

Exarnples of coordination include:

» Synchronizing the nature, extent, ard tirming of planned wark

+ Eztablishing & common understanding of agsuwrance techinigues, methads, and terminology.
« Prowiding access to one another's work programs and reports.

« Usimg management's sk management information to provide joint risk assessments.

« Creating a shared risk register or list of risks.

» Combining results for joint reporting,

Source: IIA

The process of coordinating assurance activities vanes by arganization, from informal in smeall organizations
to formal and cormples in large or heavily regulated crganizations. The chief audit executive considers

the arganization's confidentiality requirernents before meesting with the warious providers to gather the
information necessary to coordinate services. Frequently, the providers share the objectives, scope, and
tirning of upcoming engagements and the results of pricr engagements. The providers also discuss the
potential for relying on one another's work.

One method to coordinate assurance cowerage is to create an assurance map, of 2 matrix of the organization's
risks and the interral and external providers of assurance services that oover those risks. The gesurance map
link= identified significant rizsk categories with relevant sources of assurance and provides an evaluation
af the level of azsurance for each risk category. Because the map is comprehensive, it expoges gaps and
duplications in assurance coverage, enabling the chief audit executive to evaluate the sufficiency of
agsurance services in each risk area. The results can be discussed with the other assurance providers so
that the parties may reach an agreermnent about how to coordinate activities. In a combined assurance
approach, the chief audit executive coordinates the internmal audit function's assurance engagerments
with other assurance providers to reduce the frequency and redundancy of engagements, maximizing the
efficiency of assuranoce coverage.

The chief audit executive may choose to rely on the waork of other providers for various reaszong, such as o
agsesg specialty areas outside the intermal audit function's expertise, to decrease the amaount of testing
nesded to complete an engagement, and to enhance risk coverage beyond the resources of the intermal
audit functian.

D*112'0 "1n"2 NTV1 | Valley 19/06/2024
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Standard 11.5 Communicating the Acceptance of Risks

Requirements

The chief audit executive must communicate unacceptable levels of risk.

Whien the chief audit executive concludes that management has accepted a level of risk that
excesds the organization’s risk appetite or risk tolerance, the matter must be discussed with senior
managerment. If the chief audit executive determines that the matter has not been resolved by
senior management, the matter must be escalated to the board. 1t is not the responsibility of the

chief audit executive ta regolve the risk.

Source: HA 0D'212'0 1" TN | Valley 19/06/2024
2
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Considerations for Implementation

The chief audit executive gains an understanding of the organization’s risks and risk tolerance through
discussions with the board and senior managemnent, relationships and ongoing communication with
stakeholders, and the results of intermal audit services. (See alao Standards 8.1 Board Interaction; 9
Understanding Governance, RIEKMEREEEMEnt. and Control Processes; and 11 Building Relationships and
Communicating with Stakeholders.) Thiz understanding provides the chief audit executive with perspective
about the level of righ the orgenization congiders acceptable. IF the organizetion has a formal risk management
process, the chief audit executive should understand rnanagement's policies for acceptance of risk.

The chief audit executive may discuss and seek the board's agreement on methodalogies for docurnenting
and communicating the acceptance of risks that exceed the risk appetite or risk tolerance. In addition to
the requirernents in the Standards, methodalogies should consider the crganization's risk management
process, policies, and procedures. The risk management process may include a preferred approach to
communicating significant risk issues. Specifications may include the timeliness of communicating, the
hierarchy of reporting, and reguirerments for consultation with the organization's legal counsel or head

af compliance. The intermal audit methodolagy also should include procedures for documenting the
discusgsions and actions taken, including & description of risk, the reason for concern, managerment’s reason
for mot implermenting internal auditors’ recommendations or other actions, the name of the individual
regponsible for accepting the risk, and the date of discussion.

The chief audit executive may becorme awane that management has accepted a risk by reviewing management's
rezponae to engagement findings and monitoring management's progreas to implement recommendations
and action plans. Building relationships and maintaining cormmunication with stakehalders are additional
meana of remaining apprised of nsk management activities including management's acceptance of risk

‘When risks exceed the rigk appetite, impacts may include:

» Harm to the organization's reputation.

» Harm to the organization's employees or other stakehalders.

» Significant regulatony fines, limitations on buziness conduct, or ether financial or contractual penalties.
+ Material mizstatements.

» Conflicks of interast, fraud, or other illegal acts.

» Significant impedirnents to achieving strategic objectives.

D*112'0 "1n"2 NTV1 | Valley 19/06/2024
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Standard 13.2 Engagement Risk Assessment

Requirements

Internal auditors must develop an understanding of the activity under review to assess the relevant
risks. For advisory services, a formal, documented risk assessment may not be necessary,
depending on the agreement with relevant stakeholders.

To develop an adequate understanding, internal auditors must identify and gather reliable,
relevant, and sufficient information regarding:
+ The organization’s strategies, objectives, and risks relevant to the activity under review.
+ The organization’s risk tolerance, if established.
+ The risk assessment supporting the internal audit plan.
+ The governance, risk management, and control processes of the activity under review.

+ Applicable frameworks, guidance, and other criteria that can be used to evaluate the
effectiveness of those processes.

Source: IIA

Internal auditors must review the gathered information to understand how processes are
intended to operate.

Internal auditors must identify the risks to review by:

+ |dentifying the potentially significant risks to the objectives of the activity under review.
+ Considering specific risks related to fraud.

+ Evaluating the significance of the risks and prioritizing them for review.

Internal auditors must identify the criteria that management uses to measure whether the
activity is achieving its objectives.

When internal auditors have identified the relevant risks for an activity under review in past
engagements, only a review and update of the previous engagement risk assessment is required.
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Considerations for Implementation

Internal auditors should consult with the engagement superviser while planning.

To develop an understanding of the activity under review and assess relevant risks, internal auditors should
start by understanding the internal audit plan, the discussions that led to its development, and the reason
the engagement was included. Engagements included in the intemal audit plan may arize from the intemal
audit function’s crganizationwide risk assessrment or from stakeholder requests.

When internal avditors begin an engagerment, they should consider the risks applicable to the engagerment
and inguire whether any changes have occurred since the internal audit plan was developed. Reviewing
the organizationwide risk assessment and any other risk assessments recently conducted (such as thoze
completed by management) may help intermal auditors identify risks relevant to the activity under review.
Internal auditors should understand any stakeholder expectations that exist regarding the purpose,
chjectives, and scope of the engagement.

Internal auditors should examine the alignment between the arganization and the activity under review.
Internal awditors gather and consider the information about the organization's strategies and processes for
governance, fisk rmanagemeant, and contrel processes, as well as the organization’s objectives, policies, and
procedures. Internal auditors should consider how these aspects of the organization relate to the activity
under review and to the engagement as they begin to develop the engagement risk assessment.

Source: IIA
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To gather information, internal auditors may:

+ Review risk assessments recently conducted by the internal audit function, management, or external
service providers. The objectives considered should include those related to compliance, financial
reporting, operations or performance, fraud, information technology, strategy, and internal audit plans.

+ Review communications of engagements previously performed by the internal audit function and
other assurance and advisory service providers, such as financial, environmental, social responsibility,
and governance.

+ Review workpapers from previous engagements.

+ Review reference materials, including authoritative guidance from The 1A and other bodies, laws,
and regulaticns relevant to the organization's sector, industry, and jurisdiction.

+ Consider the relevant risk categories of the organization, including strategic, operational, financial,
and compliance.

+ Consider the risk tolerance, if it has been defined.

« Use organizational charts and job descriptions to determine whao is responsible for relevant information,
processes, and other aspects of the activity under review.

+ Inspect physical property of the activity under review.

+ Examine documentation from the information owner or outside sources, including management’s
policies, procedures, flowcharts, and reports.

+ Examine websites, databases, and systems.
+ Inguire through interviews, discussions, Or SUrveys.
+ Observe a process in action.

+ Meet with other assurance and advisory service providers.

Surveys, interviews, physical inspections, and process walk-throughs allow intemal auditors to observe the
Source: TIA current conditions in the activity under review. D'212'0 "N T I Valley 19/06/2024
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